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ACCREDITATION CERTIFICATE AUTHORITY REQUEST FORM 

Legal Entity Information 

Entity Name 

Commercial 
Government 

Email Address 

Phone Number 

Official Address 

Entity Senior Official Information 

Full Name 

Civil Registration 
Number 

Email Address 

Phone Number 

External Entity Point Of Contact (POC) information

Full Name 

Civil Registration 
Number  

Email Address 

Phone Number 

Applicant PKI information 

Do you have Certificate 
Policy (CP) that governs 
your External 
Certificate Authority 
(ECA) and CA signed by 
ECA and Subscriber 
signed by CA. 

Name and version of CP 
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URL of publication for 
CP 

OID (Object Identifier) 
of CP 

OID  

Oman National PKI 
CP(s) to be used as a 
reference CP(s) for 
mapping 

Root Certificate Authority  CP 

Subscriber CP (physical person /  
machine) 

Do you have 
Certification Practice 
Statement (CPS) 
documents that 
governs the ECA and 
CA signed by ECA and 
Subscriber signed by 
CA? 

Name and version of 
CPS 

Gives a brief 
description of the PKI 
Technical architecture 
under and above ECA 

Type of CA Off-line 

On-line 

Type of Subscribers 
managed by the CA 
under the ECA 

Internal employee 

External customer employee 

Individuals 

غير متصل بالشبكة

متصل بالشبكة
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Type of certificate 
delivered by CA under 
the ECA 

Signature 

Authentication 

Encryption 

Secure Email signature 

Secure Email encryption 

SSL server 

SSL client 

VPN (IPSEC)  

Server signing 

Description of 
Electronic transaction 
where the Subscriber 
certificates may be 
used 

CA certificates that 
defines the trusted 
certification path 
containing the ECA 
certificate (gives all 
certificate) 

URL of publication of 
CA certificates that 
defines the trusted 
certification path 
containing the ECA 
certificate (gives all 
certificate) 
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Approvals and Signature 
Signatories confirm that the information set in this form is 
complete, correct and true. Signatories confirm that they have 
taken knowledge of the CP and obligations and responsibilities 
contained in it and they accept it . 
http://pki.ita.gov.om/cp 

 

 
http://pki.ita.gov.om/cp 

 

 

 

Point of Contact 
 

Senior Official 

Name  Name

Date   Date   

Signature   Signature  

 
  

URL of the certificate 
validity status (CRL, 
ARL and OCSP) for all 
the EICA and ECA and 
Subscriber certificates. 

 

Choice of the PKI mean 
to implement the 
accreditation (only 
one) 
 

Certification by OMAN Root CA  

 

Certification by Government ICA  

Certification by Commercial ICA  

Publication of ECA by MTCIT  

Stamp/
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Address    
Ministry of Transport, Communications and Information Technology  

National Digital Certification Center 

KOM3 –1st  Floor 

Knowledge Oasis Muscat 

130  Muscat  

Sultanate of Oman 

وتقنية المعلوماتتصالات لإواالنقل  وزارة   

ي لمركز ال
ي الوطن 

ون  لتصديق الإلكتر  

 الأول الطابق  3المبن  

 واحة المعرفة 

 مسقط 130

 سلطنة عمان

 

 

 

 

Please read the following:  
 

General information: 
 A copy of ID Card. 

 Validation of the form information will be done by National 

Digital Certification Center (NDCC)  

 The original form signed form has to be sent to NDCC.  

 Request form is dated less than 1 month.  

 Request form” is fully filled with correct information.  

 Consistency between the name and first name and passport 

Numbers contained in the copy of passport of Subscriber 

and the names and first name and passport Numbers of 

Subscriber as written in the certificate request form. 

 NDCC has the right to ask for any further documentation or 

information as prove of the filled information. 

Service Request:  
 

 Fill the form completely and precisely.  

 

 Review and get all the approval required in the form.  

 

 Send form to NDCC:  pki@mtcit.gov.om. 

 

 

 

 

 

 

 

 
For further information, please contact: 

 Email: pki@mtcit.gov.om 
 Phone : 00968 24 166 440 

 
Thank you for using National Digital Certification Center services 
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 pki@mtcit.gov.om  
 00968 24 166 440 
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ANNEX A 

 

 

Oman Certificates Authorities hierarchy 
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