
Device Certificate Request Form 

Certificate type

 

 

 

 

Organization Information  

Organization Name in 
English 

Government Commercial 

Official Address 

Commercial Registration No. 

Technical Contact Information 

Full Name in English 

Civil Registration Number 

Job title 

Email Address 

Phone Number 
Copy of the CSR (public key 
in format Pkcs#10) coded 
in base 64 

  CSR

Authorized Person External Entity (APEE) 

Full Name  in English 

Civil Registration Number 

Job Title 

Email Address 

Phone Number 
Common Name (CN): Server 
FQDN (SSL Server/Client Certificate) - 
VPN Device Name (VPN Certificate) - 
Time Stamp Unit Number (TSA 
certificate) - OCSP Responder Number 
(OCSP Certificate) - Name of the 
service (Server Signature Certificate)

Approvals and Signature 
Signatories confirm that the information set in this form is complete, correct 
and true. Signatories confirm that they have taken knowledge of the CP and 
obligations and responsibilities contained in it and they accept it . 
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Stamp/

APEE  

Name: 

Date: 

Signature: 

Technical Contact: 

Name: 

Date: 

Signature: 



 

 

 

 

 

 

 

Certificate Serial Number:   

 

 

  

For Official Use                                                                                                                                                                                                  

RA Officer1 (Name/Date/Signature) 
 

RA Officer2 (Name/Date/Signature) 
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Please read the following 
 

General information 
 Authorized Person has to sign and stamp the form. 

 Subscriber is the person who requested the certificate. He must 

use his certificate for authorized and legal purposes. 

 A copy of National Identity Card for subscriber is complete valid 

and readable must be attached. 

 Face to face identification is needed for subscribers by National 

Digital Certification Center (NDCC) representatives. 

 Validation of the form information will be done by NDCC  

 The original signed form has to be sent to NDCC.  

 Subscriber certificate request form is dated less than 1 month.  

 Subscriber certificate request form” is fully filled with correct 

information.  

 Consistency between the name and first name and passport 

Numbers contained in the copy of National Identity Card and the 

names and first name and National Identity Card Numbers of 

Subscriber as written in the certificate request form. 

 NDCC has the right to ask for any further documentation or 

information as prove of the filled information. 

Service Request 
 Fill the form completely and precisely.  

 Review and get all the approval required in the form.  

 Copy the ID card from both sides and attach it with request form. 

 Attach the form, the copied ID card and CSR (pkcs#10 request) by 

your E-mail and send it to pki@mtc.gov.om 

 When the center completed his internal tasks will communicate 

to you to set an appointment for the certificate delivery and 

physical identification processes. 

Terms and Obligations 
 External entity is responsible for informing NDCC in case of 

certificate information changed  

 
 Applicant responsible for the following:  

o Accuracy in introducing himself.  

o Protecting keys according to the publish policies.  

o Inform the center for any lose or stolen certificate/keys.  

o Commitment to the corporate certificate usage. 

 NDCC will revoke the certificate if subscriber or his entity asked 

for that.  

 Reading and agreeing to all terms and conditions of the 

Certificate Policy published on  http://pki.ita.gov.om/cp/ 

 Requesting renewal of the certificate every two year is 

responsibility of APEE/TC , taking into consideration that 

expiration of certificate could yield to stopping the 

corresponding services 

 

For further information, please contact: 
 Email: pki@mtcit.gov.om 
 Phone : 00968 24 166 440 

 
 
Thank you for using National Digital Certification Center services 
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Address    
Ministry of Transport, Communications and Information Technology  

National Digital Certification Center 

KOM3 –1st  Floor 

Knowledge Oasis Muscat 

130  Muscat  

Sultanate of Oman 

 

3 

130
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